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shall not charge for processing such a 
request. 

(d) Exceptions. Ex-Im Bank shall not 
be required to provide an accounting to 
an individual when the accounting re-
lates to a disclosure made: 

(1) To an employee within the agen-
cy; 

(2) Under the FOIA; or 
(3) To a law enforcement agency for 

an authorized law enforcement activity 
in response to a written request from 
such agency which specified the law en-
forcement activity for which the dis-
closure was sought. 

§ 404.20 Notice of court-ordered and 
emergency disclosures. 

(a) Court-ordered disclosures. When a 
record pertaining to an individual is re-
quired to be disclosed by a court order, 
the Assistant General Counsel for Ad-
ministration shall make reasonable ef-
forts to provide notice to the subject 
individual. Notice shall be given within 
a reasonable time after Ex-Im Bank’s 
receipt of the order, except that in a 
case in which the order is not a matter 
of public record, notice shall be given 
only after the order becomes public. 
Such notice shall be mailed to the indi-
vidual’s last known address and shall 
contain a copy of the order and a de-
scription of the information disclosed. 

(b) Emergency disclosures. If a record 
has been disclosed by Ex-Im Bank 
under compelling circumstances affect-
ing the health or safety of any person, 
then, within ten working days, the As-
sistant General Counsel for Adminis-
tration shall notify the subject indi-
vidual of the disclosure at his or her 
last known address. The notice of such 
disclosure shall be in writing and shall 
state the: 

(1) Nature of the information dis-
closed; 

(2) Person, organization or agency to 
which it was disclosed; 

(3) Date of disclosure; and 
(4) Compelling circumstances justi-

fying the disclosure. 

§ 404.21 Submission of social security 
and passport numbers. 

(a) Policy. Ex-Im Bank recognizes the 
importance of assessing, to the extent 
reasonably possible, the risks associ-
ated with transactions supported by 

Ex-Im Bank. It is often difficult to as-
sess risks related to individuals and 
non-publicly trade entities. Therefore, 
when an individual or a non-publicly 
traded entity applies for participation 
in an Ex-Im Bank program or is pro-
posed as a guarantor for an Ex-Im 
Bank transaction, Ex-Im Bank may re-
quest social security and/or U.S. pass-
port numbers from such individual or 
from the principals of such entity. Ex- 
Im Bank shall not require submission 
of this information, and unwillingness 
or inability to provide a social security 
or passport number shall not affect Ex- 
Im Bank’s decision on an application 
for Ex-Im Bank assistance. 

(b) Use. Ex-Im Bank shall use social 
security and passport numbers to as-
sess the creditworthiness of Ex-Im 
Bank program participants and as a 
mechanism for enforcing agreements 
with Ex-Im Bank. Such information 
shall not be disclosed, except as war-
ranted by law and regulation. 

(c) Notice. Whenever Ex-Im Bank re-
quests a social security or passport 
number, Ex-Im Bank shall place an ap-
propriate Privacy Act notification on 
the form used to collect the informa-
tion. 

§ 404.22 Government contracts. 
(a) Approval by Assistant General 

Counsel for Administration. Ex-Im Bank 
shall not contract for the operation of 
a system of records or for an activity 
that requires access to a system of 
records without the express, written 
approval of the Assistant General 
Counsel for Administration. 

(b) Contract clauses. Any contract au-
thorized under paragraph (a) of this 
section shall contain the standard con-
tract clauses required by the Federal 
Acquisition Regulation (48 CFR 24.104) 
to ensure compliance with the require-
ments imposed by the Privacy Act. The 
division within Ex-Im Bank that is re-
sponsible for technical supervision of 
the contract shall be responsible for 
ensuring that the contractor complies 
with the Privacy Act contract require-
ments. 

(c) Contractor status. Any contractor 
that operates an Ex-Im Bank system of 
records or engages in an activity that 
requires access to an Ex-Im Bank sys-
tem of records shall be considered an 
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Ex-Im Bank employee for purposes of 
this subpart. Ex-Im Bank shall supply 
any such contractor with a copy of the 
regulations in this subpart upon enter-
ing into a contract with Ex-Im Bank. 

§ 404.23 Other rights and services. 
Nothing in this subpart shall be con-

strued to entitle any person to any 
service or to the disclosure of any 
record to which such person is not enti-
tled under the Privacy Act. 

Subpart C—Demands for Testi-
mony of Current and Former 
Ex-Im Bank Personnel and for 
Production of Ex-Im Bank 
Records 

SOURCE: 71 FR 14361, Mar. 22, 2006, unless 
otherwise noted. 

§ 404.24 Exemptions: EIB–35—Office of 
Inspector General Investigative 
Records. 

(a) Criminal Law Enforcement—(1) Ex-
emption. Under the authority granted 
by 5 U.S.C. 552a(j)(2), Ex-Im Bank here-
by exempts the system of records enti-
tled ‘‘EIB–35—Office of Inspector Gen-
eral Investigative Records’’ from the 
provisions of 5 U.S.C. 552a(c)(3), (c)(4), 
(d)(1) through (4), (e)(1) through (3), 
(e)(4)(G) and (H), (e)(5), (e)(8), (f), and 
(g) because the system contains infor-
mation pertaining to the enforcement 
of criminal laws. ‘‘EIB–35—Office of In-
spector General Investigative Records’’ 
is maintained by the Ex-Im Bank Of-
fice of Inspector General (‘‘OIG’’ or 
‘‘Ex-Im Bank OIG.’’) 

(2) Reasons for exemption. The reasons 
for asserting this exemption are: 

(i) Disclosure to the individual 
named in the record pursuant to 5 
U.S.C. 552a(c)(3), (c)(4), or (d)(1) 
through (4) could seriously impede or 
compromise the investigation by alert-
ing the target(s), subjecting a potential 
witness or witnesses to intimidation or 
improper influence, and leading to de-
struction of evidence. Disclosure could 
enable suspects to take action to pre-
vent detection of criminal activities, 
conceal evidence, or escape prosecu-
tion. 

(ii) Application of 5 U.S.C. 552a(e)(1) 
is impractical because the relevance of 

specific information might be estab-
lished only after considerable analysis 
and as the investigation progresses. Ef-
fective law enforcement requires the 
OIG to keep information that may not 
be relevant to a specific OIG investiga-
tion, but which may provide leads for 
appropriate law enforcement and to es-
tablish patterns of activity that might 
relate to the jurisdiction of the OIG 
and/or other agencies. 

(iii) Application of 5 U.S.C. 552a(e)(2) 
would be counterproductive to the per-
formance of a criminal investigation 
because it would alert the individual to 
the existence of an investigation. In 
any investigation, it is necessary to ob-
tain evidence from a variety of sources 
other than the subject of the investiga-
tion in order to verify the evidence 
necessary for successful litigation or 
prosecution. 

(iv) Application of 5 U.S.C. 552a(e)(3) 
could discourage the free flow of infor-
mation in a criminal law enforcement 
inquiry. 

(v) The requirements of 5 U.S.C. 
552a(e)(4)(G) and (H) and (f) would be 
counterproductive to the performance 
of a criminal investigation. To notify 
an individual at the individual’s re-
quest of the existence of records in an 
investigative file pertaining to such in-
dividual, or to grant access to an inves-
tigative file could interfere with inves-
tigative and enforcement proceedings, 
deprive co-defendants of a right to a 
fair trial or other impartial adjudica-
tion, constitute an unwarranted inva-
sion of personal privacy of others, dis-
close the identity or confidential 
sources, reveal confidential informa-
tion supplied by these sources and dis-
close investigative techniques and pro-
cedures. Nevertheless, Ex-Im Bank OIG 
has published notice of its notification, 
access, and contest procedures because 
access may be appropriate in some 
cases. 

(vi) Although the OIG endeavors to 
maintain accurate records, application 
of 5 U.S.C. 552a(e)(5) is impractical be-
cause maintaining only those records 
that are accurate, relevant, timely, 
and complete and that assure fairness 
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